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telecommunications network in general. The only options available to such providers 
includes barring, suspending or even disconnecting a customer’s service after the fact. 
This is of course not possible where messages are received from anonymous 
communications services or international parties. 

19. The same concern arises with the expectation in section 10 of the BOSE – it’s unclear 
how a CSP would meet this requirement.  

20. The core expectation which requires prevention of access by children to class 2 material 
(clause 12) is also problematic. As CSPs are unaware of the content of communications, 
they are unable to prevent access by children to certain types of content, especially 
where sent by email, SMS or MMS. Where a parent provides their child with access to 
their mobile phone, tablet or email service, this is not visible to the CSP and therefore 
not something in the control of CSPs.  

21. Optus submits that the most efficient and effective way forward is to specifically exclude 
CSPs and ISPs from the application of the BOSE.  

Information to end-users 

22. The additional expectations in division 5 of the BOSE also appear to be targeted at 
social media platforms, as opposed to CSPs. The provision of the required information at 
regular intervals of use, and via “targeted in-service communications” does not appear 
relevant nor appropriate to C/CSPs and their end-users.  

23. There also does not appear to be any consideration as to the cohort of end-users, as 
what will be relevant for a residential end-user, or an end-user of a particular age 
bracket, would not be appropriate for an entity solely providing services to large 
corporate and government enterprises.   

Complaints and reports 

24. Considering that providers of emails, SMS and MMS services have neither the technical 
or legal capability to minimise the existence of the material listed in BOSE clause 11 (as 
well as other such BOSE requirements), such providers have limited ability to assist 
customers who make a report or complaint to them about illegal content transmitted via 
the service.  

25. It would be more appropriate for such reports or complaints to be directed to the Office 
of the eSafety Commissioner for investigation. 

26. As noted above, Optus submits that the most efficient and effective way forward is to 
specifically exclude CSPs and ISPs from the application of the BOSE. 

 


